
FOR OFFICIAL USE ONLY 
 

CONUS THEATER NETWORK OPERATIONS AND SECURITY CENTER  
CONUS TNOSC NETWORK BULLETIN  

CT-2006-NB-0010  
07 DEC 05 

FORT HUACHUCA, ARIZONA  
 

SUBJECT: Phishing Site Uncovered 
 
SUMMARY:  The following site http://akomanage.b0b/service/army/ is intended to look like the 
AKO portal.  It was setup to gather usernames and passwords of AKO users.  We have received one 
report of an email sent to an AKO user that linked to this website.  In the event that you receive such 
an e-mail, do not open it; delete it immediately.  If you enter your password to this site, it will be 
captured and could be used by an intruder to access the AKO portal and any other Army website that 
relies on AKO credential.  
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POC:  POC for this message is the C-TNOSC Watch Officer on duty at 1-800-305-3036.   
 
 
 
 
CONUS TNOSC BULLETIN INFORMATION 
The CONUS TNOSC Network Bulletin provides information about network outages, network training 
and other general information of interest to Army network administrators.  
The CONUS TNOSC Operations Center is open 24 hours per day, 7 days a week, and can be reached 
at: 1-800-305-3036 or DSN 879-6798/CML 520-538-6798 
The CONUS TNOSC Home Page is http://www.conus-tnosc.army.mil/jointentry
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